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Abstract:

True autonony is the Holy Grail of spacecraft m ssion operations. The
goal of launching a satellite and letting it nanage itself throughout
its useful life is a worthy one. Wth true autonomy, the cost of

m ssi on operations would be reduced to a negligible anount. Under ful
aut onornry, any problens (no matter the severity or type) that may arise
with the spacecraft would be handl ed wi thout any human intervention via
sonme conbi nation of smart sensors, on-board intelligence, and/or snart
automat ed ground system

Until the day that conplete autonony is practical and affordable to
depl oy, incremental steps of deploying ever-increasing |evels of
automati on (conputerization of once manual tasks) on the ground and on
the spacecraft are gradually decreasing the cost of m ssion operations.
For exanple, NASA' s Goddard Space Flight Center (NASA-GSFC) has been
flying spacecraft with | ow cost operations for several years. NASA-
GSFC s SMEX (Smal | Explorer) and M DEX (M ddl e Explorer) nissions have
ef fectively depl oyed significant anpunts of autonmtion to enable the
mssions to fly predonmnately in "light-out" nmode. Under 1ight-out
operations the ground systemis run w thout human intervention.
Various tools performmany of the tasks previously performed by the
human operat ors.

One of the mgjor issues in reducing human staff in favor of automation
is the perceived increased in risk of losing data, or even losing a
spacecraft, because of anomal ous conditions that may occur when there
is no one in the control center. Wen things go wong, mnssions

depl oyi ng advanced autonati on need to be sure that anomal ous conditions
are detected and that key personal are notified in a tinmely mnner so
that on-call team nenmbers can react to those conditions.

To ensure the health and safety of its |ights-out m ssions, NASA-GSFC s
Advanced Automation and Autonony branch (Code 588) devel oped the
Spacecraft Emergency Response System (SERS). The SERS is a Wb-based
col | aborative environment that enables secure distributed fault and
resource nmanagenent. The SERS incorporates the use of intelligent
agents, threaded di scussi ons, workflow, database connectivity, and
links to a variety of comrunicati ons devices (e.g., 2-way paging,

PDA' s, and Internet phones) via comrercial gateways. When t he SERS
Detects a problem it notifies on-call team nenmbers, who then can
remotely take any necessary actions to resolve the anomali es.



The SERS goes well beyond a sinmple "911" system that sends out an error
code to everyone with a pager. Instead, SERS software agents send
detailed data (i.e., notifications) to the nost appropriate team
menbers based on the type and severity of the anomaly and the skills of
the on-call team nenbers. The SERS al so allows the team nmenbers to
respond to the notifications fromtheir wirel ess devices. This unique
capability ensures rapid response since the team nenbers no | onger have
to go to a PC or the control center for every anomal ous event.

Most importantly, the SERS enabl es safe experinmentation with various
Techni ques for increasing |l evels of automation, |eading to robust
autononry. For the M DEX nissions at NASA GSFC, the SERS is used to
provi de 'human-in-the-1oop' automation. During |ights-out operations,
as greater control is given to the M DEX automated systens, the SERS
can be configured to page renote personnel and keep them i nforned
Regardi ng actions taking place in the control center. Renote off-duty
operators can even be given the option of enabling or inhibiting a
specific automated response in near real tine via their two-way pagers.

The SERS facilitates insertion of new technology to increase
automation, while maintaining the safety and security of m ssion
resources. This paper will focus on SERS' overall functionality and
how SERS has been designed to handl e the nonitoring and energency
response for mssions with varying | evels of automation. The

paper will also convey sonme of the key |lessons |earned from SERS

depl oynment across of variety of nissions, highlighting this increnmenta
approach to achi eving 'robust autonony'.



